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We specialize in custom made solutions for each

user, with experience across public and private
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Aldin Osmanagić, TBS System Engineer

• Zabbix Certified Expert  

• Active in Zabbix Community Since 2011  

• Over 20 Years in Open-Source Technologies  

• Blog: bestmonitoringtools.com

• Contact: aldin.osmanagic@tbs.tech

TBS is a leading ICT solutions provider delivering 

end-to-end technologies that help businesses run 

efficiently, protect their data, and enable digital 

transformation.

About Telelink Business Services (TBS)

https://bestmonitoringtools.com/about/
mailto:aldin.Osmanagic@tbs.tech


Office Locations and Business Presence
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Bosnia and Herzegovina 
Croatia 
Germany 
Ireland 
North Macedonia  
Romania 
Serbia 
Slovenia 
UK 
USA



Case study: Croatian  
Telecom



Croatian Telecom Inc.

• Croatian Telecom (locally known as Hrvatski Telekom – part of the Deutsche Telekom Group) is market 
leader in Croatia providing with full range of telecommunications services, fixed line and mobile 
telephone services, data transmission, internet and international communications.



Customer Monitoring Requirements 

• Availability & Reliability: High availability, backup/restore, disaster recovery.

• Scalability: Support for large-scale environments, including 20,000+ monitored devices and 

1,000,000+ network interfaces.

• Administration: Centralized system management, SNMPv3 support, performance and fault 

integration.

• Data Collection: Interfaces with various systems and data sources, with built-in support for data 

preprocessing, transformation, and manipulation.

• Advance Alarming: Reduce false positive alarms, root cause analysis, trend prediction, anomaly 

detection, and hysteresis support.

• Reporting & Visualization: High-level dashboards, scalable reporting, and live views.

• Security: User access control, secure protocols, audit logging.

• Integration: APIs for external systems, CMDB synchronization, ticketing system integration.

• …etc.



Zabbix Met the Challenge

• Zabbix has been successfully implemented at Croatia Telekom, monitoring the entire network:
o 17k hosts
o 15 million items
o 800k triggers
o 32k new values per second (NVPS)
o 30 proxy servers
o 4 TB DB (TimescaleDB, 75% compression)

• Vendors: Cisco, Huawei, Juniper, HP, F5, Arbor, Ericsson, Nokia, Palo Alto, 3Com, Mikrotik …

• Devices: Routers, Switches, Firewalls, Load Balancers, BRAS, DSLAM, SBC, OLT, ONU/ONT …

• Services: Ethernet, QoS, VPN, VoIP, MPLS, BGP, Wi-Fi, xDSL, GPON, ACS, Sensors …



Zabbix Met the Challenge
And We Took It Further

• Our team saw an opportunity to enhance Zabbix in these key areas:

• Advance Alarming: 

Reduce false positive alarms, root cause analysis, trend prediction, anomaly detection, and 

hysteresis support.

• Reporting & Visualization: 

High-level dashboards, scalable reporting, and live views.

• And we developed custom solutions for Zabbix:

o Automated Root Cause Analysis (RCA) 

o Advanced Scalable Live Reports



Automated Root 
Cause Analysis (RCA) 



Zabbix Cause and Symptom Feature

• Since Zabbix 6.4 we can use Cause Symptom problem linking feature

• Zabbix documentation: “By default all new problems are classified as cause problems. It is possible to 
manually reclassify certain problems as symptom problems of the cause problem.”



From Manual to Automated Network RCA

Custom-built agent collects network 
link data (LLDP) from devices via SNMP 

protocol.

Backend service stores the collected 
data in a DB and assigns a ranking score 

to each device

RCA service runs every minute and 
updates cause-symptom on alarms via 

Zabbix API.



Automated RCA in Practice: Before



Automated RCA in Practice: After
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Determining the Root Cause Alarm

• A network link database can sometimes be 
misleading in determining the cause of an alarm.

• An additional step is required that:
• calculates host importance using metrics 

such as the number of links, active ports, 
throughput…

• and then assigns a ranking score to each 
device



Reducing Alarm Noise with 
User-Defined RCA Rules

• Example of Zabbix alarms when air conditioning (AC) stops working correctly.



Reducing Alarm Noise with 
User-Defined RCA Rules

• Create RCA rules based on Zabbix tags, problem names, host names, host groups, etc.



Reducing Alarm Noise with 
User-Defined RCA Rules

CAUSE



Reducing Alarm Noise with 
User-Defined RCA Rules

• Alternatively, automation can create a custom consolidation alarm



As Zabbix Scales, RCA Must Be Automated



Advanced Scalable Live 
Reports



Solution for Large Reports: 
No More SQL and Excel

• Visualize large reports with 100k+ rows in real time, directly in a web browser.



Scalable Live Reports: Search, Sort,         
Navigate, Schedule, Export



Scalable Live Reports: 
Interactive Drill-Down with Graphs



Thank You!
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